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\.* Compatibility issues J STAGE 1 ARCHITECTURE:

The flow allows you to run preset tests and historicize the commands executed in testing and the raw responses received

\ / STAGE 2 (next step):

Add interpretation of received data to allow output to the user and add machine learning as a module to scan control and/or
analysis of the results.
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